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[bookmark: _Toc424654454][bookmark: _Toc428365038][bookmark: _Toc433209659][bookmark: _Toc460615953][bookmark: _Toc460616814][bookmark: _Toc4532068]* * * First Change * * * *
[bookmark: _Toc120182486][bookmark: _Toc133484559][bookmark: _Toc153467452]10.17.2.9	Add user configuration request
Table 10.17.2.9-1 describes the information flow of the add user configuration request sent from ACM client to ACM server in the primary MC system, from ACM server of primary MC system to ACM server of partner MC system and from ACM server to ACM client in partner MC system.
Table 10.17.2.9-1: Add user configuration request
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the MC service user at the primary MC system which sends the request.

	Functional alias
	O
	The functional alias of the MC service user at the primary MC system which sends the request.

	MC service ID
	O
(see NOTE)
	The identity of the MC service user at the partner MC system towards which the request is sent

	Functional alias
	O
(see NOTE)
	The functional alias of the MC service user at the partner MC system towards which the request is sent

	MC service ID list 
	M
	Set of identities of the migrating MC service user(s). 

	Request category
	O
	A set of request notification identifiers, e.g. high, medium, low for alerting partner MC system of specific urgencies.

	Request duration
	O
	A set of time and date information for each MC service user to inform the partner MC system when the user is expected to attain service at the partner MC system and for how long that MC service user is expected to receive service(s).

	Additional Information 
	O
	Additional set of MC service user or UE identification information, such as labels, hardware UE identifiers or other identifying information, which may include device descriptions and user capability information. This information is linked to a particular MC service user of the MC service ID list provided. 

	NOTE:	Either the MC service ID or the functional alias must be present. 


[bookmark: _Toc81988264][bookmark: _Toc51836060]
[bookmark: _Toc120182487][bookmark: _Toc133484560][bookmark: _Toc153467453]10.17.2.10	Add user configuration response
Table 10.17.2.10-1 describes the information flow of the add user configuration response sent from ACM client to ACM server in the partner MC system, from ACM server in partner MC system to ACM server in primary MC system and from ACM server to ACM client in primary MC system.
Table 10.17.2.10-1: Add user configuration response
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the MC service user at the partner MC system which handled the received add user configuration request.

	Functional alias
	O
	The functional alias of the MC service user at the partner MC system which handled the received add user configuration request.

	MC service ID
	M
	The identity of the authorized user in the primary MC system which is target of the response.

	MC service ID list 
	M
	Set of MC service IDs used in the primary MC system of the migrating MC service user(s)

	MC service ID list 
	M
(see NOTE)
	Set of MC service IDs of the migrating MC service user(s) created by the partner MC system of the migrating MC service user, corresponding to the MC service IDs above.

	MC service user profile
	M
	Set of MC service user profiles that corresponds to each MC service ID in the list above. 
The user profile contains the initial UE configuration to access the partner MC system as defined in table A.6-1 of 3GPP TS 23.280 [5], and limited information for migration for each MC service user.

	Response 
	M
	Result information of the add user configuration request. 

	NOTE:	The primary MC system of the migrated MC service user keeps a mapping of the MC service IDs used by MC service user(s) in the partner MC system(s).



[bookmark: _Toc120182494][bookmark: _Toc133484566][bookmark: _Toc153467454]10.17.2.11	Remove user configuration request
Table 10.17.2.11-1 describes the information flow of the remove user configuration request sent from ACM client to ACM server in the primary MC system, from ACM server of primary MC system to ACM server of partner MC system and from ACM server to ACM client in partner MC system.
Table 10.17.2.11-1: Remove user configuration request
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the authorized user in the primary MC system which sends the request.

	Functional alias
	O
	The functional alias of the MC service user at the primary MC system which sends request.

	MC service ID
	O (see NOTE)
	The identity of the authorized user in the partner MC system which is target of the request.

	Functional alias
	O (see NOTE)
	The functional alias of the MC service user at the partner MC system towards which the request is sent.

	MC service ID list 
	M
	The list of users in the partner MC system that are being requested to be removed from migration. 

	Additional information list 
	O
	Additional information describing the reason for removing each requested user in the list for migration from the primary MC system to the partner MC system. 

	NOTE:	Either the MC service ID or the functional alias must be present.



[bookmark: _Toc120182495][bookmark: _Toc133484567][bookmark: _Toc153467455]10.17.2.12	Remove user configuration response
Table 10.17.2.12-1 describes the information flow of the remove user configuration response sent from ACM client to ACM server in the partner MC system, from ACM server in partner MC system to ACM server in primary MC system and from ACM server to ACM client in primary MC system.
Table 10.17.2.12-1: Remove user configuration response
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the authorized user in the partner MC system which is sending the remove user configuration response.

	Functional alias
	O
	The functional alias of the MC service user at the partner MC system which is sending the remove user configuration response.

	MC service ID
	M 
	The identity of the authorized user in the primary MC system which is target of the response.

	MC service ID list 
	M
	The list of users in the partner MC system that were requested to be removed from migration. 

	Response 
	M
	Result information for each user in the list for removal. Success or fail. 

	Reason
	O
	Additional information that explains the response for each user in the list.




* * * Second Change * * * *
[bookmark: _Toc153467476]10.17.5	ACM user migration management
[bookmark: _Toc153467477]10.17.5.1	General
User migration management permits adding or removing of MC service users of primary MC system for migration at partner MC system. An authorized MC service user can request adding or removing MC service users of his primary MC system for migration at an partner MC system by means of his ACM client.
[bookmark: _Toc153467478]10.17.5.2	Adding users for migration to a partner MC system
The procedure for an authorized MC service user in a primary MC system to request a partner MC system to authorize a list of MC user IDs from its MC System to migrate to that partner MC System is shown in figure 10.17.5.2-1.
Pre-conditions:
-	The primary MC system and the partner MC system are interconnected.
-	The primary MC system and the partner MC system have implemented an ACMS.
-	The MC service user at the ACM client of the primary MC system is authorized to request adding users for migration to the partner MC system.
-	The MC service user at the ACM client of the partner MC system is authorized to respond to requests for adding a list of users for migration from the primary MC system.
-	When a functional alias is used as the target of the request by an ACM client in the primary MC system, it is required that the primary ACM server has subscribed to the MC service functional alias controlling server within the primary MC system, and that the partner ACM server has subscribed to the MC service functional alias controlling server within the partner MC system.



Figure 10.17.5.2-1: Add user configuration request in partner MC system
1.	The primary ACMC sends add user configuration request to the primary ACMS, requesting to authorize a list of MC users from the primary MC System to migrate to the partner MC System. 
2.	The primary ACMS performs an authorization check to verify that the MC service user is authorized to perform this action. If the authorization check fails, the procedure is stopped.
3.	The primary ACMS sends the user configuration request to the partner ACMS.
4. 	The ACMS of the partner MC system sends a process indication to primary MC system, and stores, verifies and assesses the incoming request. 
Based on local policy, 
-	the ACMS of the partner MC system may automatically handle the request as described in clause 10.17.3.2 and continues with step 8, 
or
-	the ACM server requests verification by an ACM client: If the user is not logged on, the pending request procedure as described in clause 10.17.3.1 is followed. If the request targets a functional alias, the ACM server of the partner MC system resolves the functional alias (based on the current state of the functional alias) and proceeds as follows:
-	if the functional alias is active for one ACM client, the request is sent to the ACM client;
-	if the functional alias is active for more than one ACM client, the ACM server sends the request to one of these ACM clients based on the local policy;
-	if the functional alias is not currently active, the ACM server of the partner MC system stores the request.
5.	The partner ACMS sends the stored add user configuration request to the partner ACM client.
6.	The authorized MC service user of partner MC system checks the content of the add user configuration request and decides whether to approve it or not. The authorized user in the partner MC system takes whatever actions are needed to apply the configurations. The actions within the partner MC system to apply the configurations are outside the scope of the 3GPP specifications.
7. The partner ACM client sends add user configuration response to the partner ACM server.
8. The partner ACM server sends add user configuration response to the primary ACM server.
9.	The primary ACM server stores the add user configuration response. If the primary ACM client is not logged on the primary ACM server will follow the pending request procedure as described in clause 10.17.3.1.
10.	The primary ACM server sends the add user configuration response to the primary ACM client.

[bookmark: _Toc153467479]10.17.5.3	Removing users for migration from a partner MC system
The procedure for an authorized MC service user in the primary MC system, that is sent to an authorized user in the partner MC system, to request that certain users be removed from migration access in the partner MC system is shown in figure 10.17.5.3-1.
Pre-conditions:
-	The primary MC system and the partner MC system are interconnected.
-	The primary MC system and the partner MC system have implemented an ACMS.
-	The MC service user in the primary MC system is authorized to request a list of MC service users be removed from the partner MC system for migration from the primary MC system.
- 	When a functional alias is used as the target of the request by an ACM client in the primary MC system, it is required that the primary ACM server has subscribed to the MC service functional alias controlling server within the primary MC system, and that the partner ACM server has subscribed to the MC service functional alias controlling server within the partner MC system.




Figure 10.17.5.3-1: Remove user configuration request from a partner MC system
1.	The ACM client in the primary MC system sends a remove user configuration request to the ACM server in the primary MC system. This request includes a list of MC service users to be removed for migration access in the partner MC system.
2.	The ACM server in the primary MC system validates whether the MC service user is authorized for the request. If the authorization check fails, the procedure is stopped.
3.	The ACM server in the primary MC system sends the remove user configuration request to the ACM server in the partner MC system.
4. 	The ACM server of the partner MC system sends a process indication to primary MC system, and stores, verifies and assesses the incoming request. 
Based on local policy, 
-	the ACM server of the partner MC system may automatically handle the request as described in clause 10.17.3.2 and continues with step 8, 
or
-	the ACM server requests verification by an ACM client: If the user is not logged on, the pending request procedure as described in clause 10.17.3.1 is followed. If the request targets a functional alias, the ACM server of the partner MC system resolves the functional alias (based on the current state of the functional alias) and proceeds as follows:
-	if the functional alias is active for one ACM client, the request is sent to the ACM client;
-	if the functional alias is active for more than one ACM client, the ACM server sends the request to one of these ACM clients based on the local policy;
-	if the functional alias is not currently active, the ACM server of the partner MC system stores the request.
5.	The ACM server in the partner MC System sends the remove user configuration request to the ACM client in the partner MC system. 
6.	The authorized MC service user of partner MC system checks the content of the request and decides whether to approve it or not. The authorized MC service user in the partner MC system takes whatever actions are needed to remove the requested user from migration access to the partner MC system. The actions within the partner MC system to remove users are outside the scope of the 3GPP specifications.
7.	The ACM client of the partner MC system sends a remove user configuration response to the ACM server in the partner MC system. The target of this response is the original MC service user in the primary MC system that sent the remove user configuration request.
8.	The ACM server in the partner MC system sends the remove user configuration response to the ACM server in the primary MC system.
9.	The ACM server in the primary MC system stores the remove user configuration response. If the primary ACM client is not logged on the primary ACM server will follow the pending request procedure as described in clause 10.17.3.1.
10.	The ACM server in the primary MC system sends the remove user configuration response to the ACM client in the primary MC system.
11.	The authorized MC service user in the primary MC system takes whatever actions are needed (if any) to update the user profiles in the primary MC system for those users that no longer have migration access to the partner MC system.

* * * End of Change * * * *
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